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ABSTRACT
Artificial intelligence analytics in digital finance platforms is important in the modern digital world. AI can

conduct analytics quickly and provide the outcomes for the system users to make informed, data-driven conclusions. AI
can scan through large datasets and provide meaningful information on social media platforms, historical quantitative
transactions, and finances to give critical findings, unlike traditional systems. This review article assessed previous
research articles on financial risk evaluation using AI analytics in the finance industry and digital finance platforms.
The outcomes outlined the capabilities of financial risks evaluated with the help of AI in digital finance platforms. The
key identified risks were credit risks, market risks, operational risks, fraud risks, and compliance risks. The study
outlined the key capabilities of AI in shielding firms against such risks through predictive analytics, anomaly detection,
sentiment analysis, and credit scoring. The AI systems should be hosted on the cloud to have access to large datasets to
give accurate, data-driven conclusions. The identified challenges are algorithm bias, data privacy, regulatory
compliance (especially across platforms and countries), and skill gaps in the market. In conclusion, using AI in digital
finance platforms has increased the efficiency in making informed decisions for sustainability and strategic growth.
Keywords: artificial intelligence; financial analytics; digital finance platforms

1. Introduction
Financial risk evaluation using Artificial Intelligence (AI) in digital finance platforms is a rapidly

growing field due to the emergent benefits to the financial service providers[1]. AI makes use of deep learning
(DL), machine learning (ML), natural language processing (NLP), and big data analytics to help
organizations make informed decisions due to the weight of the evidence presented [2-3] . This prevents the
organizations from making wrong financial decisions that would pose a risk of sustained operations for the
firms or hinder the achievement of the objectives optimally. Artificial intelligence is the use of technology
through analysis of quantitative and qualitative data to make human-intelligent decisions[4]. The systems can
assess vast volumes of data and information as a basis for helping organizations make strategic choices.

Financial risks are the uncertainties regarding the operation of financial service providers to their client
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base. The digital finance platforms in this contest are banking applications and other digital money phone
and computer applications used by clients. The uncertainties associated with digital finance applications
include fraud risks, compliance risks, operational risks, market risks, and credit risks. [5] . Using digital
finance platforms exposes the users and the firms to fraud risks; these are fraudulent activities performed by
cybercriminals that lead to the loss of money. Compliance risks are the uncertainties associated with
adherence to regulatory frameworks such as data protection regulations, abiding by government and central
bank regulator frameworks regarding financial services provision, and other laws within the country or
region. [6]. Operational risks are the uncertainties regarding internal systems and processes that would render
the organization (service provider) or the user vulnerable. [7] . Market risks in digital finance platforms are
uncertainties regarding the market conditions external to the business; the fluctuations regarding the
economic and industry conditions are examples of market risks. [8] . Credit risks are the uncertainties
associated with the likelihood of loan defaults and advancement of credit to the clients. The finance industry
has advanced with the risk of technology solutions in providing services. However, they face vulnerabilities
in adopting these technological solutions.

The use of AI for evaluation arises from its ability to conduct predictive analytics, sentiment analysis,
anomaly detection, and credit scoring [9] . Predictive analytics is the use of real-time and historical data to
predict the trends in a phenomenon under investigation; it is often used to check the potential fraud, loan
defaults, the optimal loans to offer to an entity, or any other service that needs forecasting using historical or
real-time data [10] . Sentiment analysis is the use of NLP to conduct a qualitative analysis of information on
platforms to anticipate financial risks. NLP analyzes the qualitative data (sentiments on various online
platforms, e.g., news platforms and social media) to make an anticipation for financial risks [11]. For example,
clients and regulatory bodies may use sentiment analysis to assess the quality of reviews given to financial
service providers to assess whether such providers meet the law and regulatory requirements or utilize
predatory tactics and are fraudsters disguised as financial service providers. Anomaly detection is the use of
machine and deep learning algorithms to detect unusual patterns in the security of the systems, in particular
to detect malware, system intrusions, fraud, and any irregularities [12] . AI is also used for credit scoring,
where it leverages the powerful data analytics of AI using historical and real-time data, social media, and
other platforms to find the right credit score for potential clients and come up with the terms of credit
advanced to them. Unlike traditional data sources, which are limited hence the service provider is not able to
make the right decisions from inconclusive evidence, incorporating AI in creditor and debtor analytics, the
information will help providers arrive at the right data-driven decisions [13].

The adoption of AI in has positive trends in Asian countries as they leverage the use of technology to
ease effective strategic decision-making for sustained and profitable business operations. Since there are
billions of transactions processed daily, the need for AI embedded in the systems is a critical connection to
keep up with the systems to prevent risky situations such as fraud detection, cybersecurity anomalies, and
trend analysis. The goal of this study is to highlight how firms have used AI to conduct risk evaluation and
prevent some of the avoidable risks, especially in digital finance platforms, and the challenges in AI
implementation.

2. Materials and methods
The paper used the Preferred Reporting Items for Systematic Reviews and Meta-Analysis (PRISMA)

methodology to identify the articles on risk evaluation using AI in digital finance platforms.



Environment and Social Psychology | doi: 10.59429/esp.v10i1.3375

3

Eligibility criteria: the inclusion criteria for the articles were peer review articles in the field of financial
risk using AI in digital platforms, the exclusion criteria were articles that were comprehensive in the abstract
of the use of AI in risk evaluation, especially in digital finance platforms.

Information sources: the databases used for research were Elsevier, SpringerLink, ResearchGate,
Ebscohost, and Google Scholar, which led to the right articles to be included in the study.

Risk of Bias: To minimize the risk of bias in the study, the researcher assessed both the abstract and
findings of the studies to come up with conclusive information regarding the articles to be included in the
study and other critical information for the study.

Synthesis of results: The results were summarized in tables, charts, and elaborated findings in the results
section. The discussions interpreted the findings in line with the research objectives.

Figure 1. The PRISMA methodology used in systematic literature review.

3. Results and discussion
3.1. Financial risks evaluation

It is the assessment of uncertainties that could lead to financial losses. The core financial risks that
digital finance firms face are credit risks, market risks, operational risks, fraud risks, and compliance risks. It
is expedient for firms to understand the operating environment in the banking and finance industry to
effectively shield their business goals from the exploitation of wrong strategic decisions. AI analytics refers
to the use of artificial intelligence techniques to analyze data and derive insights. It makes use of machine
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and deep learning to effectively and efficiently assess and protect firms against the financial risks they face.
[14].

3.1.1. Credit risks

Financial challenges in individuals and firms pose the challenge of loan defaults of fulfillment of
obligations in contractual agreements. The assessment of creditworthiness needs systems that effectively
conduct assessments of all the features in the data to rate the clients. While traditional systems depend on
fewer features and less data, AI assesses millions of transactions in various datasets to ensure the right
conclusions are arrived at. As discussed before, it analyzes not only statistical data but also qualitative data
from the company websites, financial reports, strategic plans, and social media platforms so that the right
prospects can be made on credit. [15-16].

The other advantage of AI in financial assessment analytics is the increased automation and efficiency
in analyzing large datasets to detect any issues in real time. [17] . The speedy analysis of large datasets with
different characteristic features makes it easy to interpret the findings and make informed data-driven
decisions. It also offers early warning signs that help easily detect the deterioration of the creditworthiness of
customers. For instance, some of the customers may have been credit-worthy previously. However, the firms
may accumulate higher debt. Such leveraged firms degenerate their creditworthiness due to wrong financial
decisions during tough economic times for businesses. Financial organizations, thus, manage the risks
proactively to prevent bias and assumptions for their customers. [14,18].

Other advantages are AI is effective in risk profiling, risk monitoring, risk reporting, and regulatory
reporting. [19] . In risk profiling, deep learning and machine learning can profile the risk based on the source
and rate it, whether it is manageable or too risky to invest in [20]. If it can be corrected, the financial service
providers can advise the companies on what course of action to take to improve their credit score. In risk
reporting, the AI systems will generate automated reports to help the clients and the financing institution
keep a record of their leverage and performance; this will help the firms to make calculated strategies to
control debt. In risk monitoring, the real-time dashboards will give reports for monitoring the financial risks
and the forecasts for effective control. In regulatory reporting, the firms, through AI reporting and the
following of real-time reports, will be able to ensure compliance with the regulatory framework. [21] . For
instance, it will prevent or raise the alarm when firms are going bankrupt and have not raised the alarm or
reported any fraud or credit malpractice. This prevents the financial and digital platforms from engaging in
activities that would be risky and legally punitive. [22].

3.1.2. Market risks

AI analytics plays a quintessential role in determining market risks. The AI algorithms employ
sophisticated means of data processing to handle massive quantities of market data and analyze them. This
includes but is not limited to analyzing economic indicators, financial reports, and news articles. With very
fitting extraction, pattern detection, and recognition of correlation, AI algorithms would assist in the
discovery of probable market disruption or risks affecting the course of operations and investment
undertaken by a financial institution. [23].

Predictive analytics, for example, is very important for predicting market trends and volatility. AI
modeling can simulate several risk scenarios, helping organizations quantify and manage uncertainties. Risk
predictions are better because they capture quite complicated patterns in financial data, which might be lost
by other methods. Predictive analytics can forecast the impacts of inflation on businesses and the
deterioration of credit scores for firms, for example, when credit is advanced to a firm, and inflation rises
sharply, the money paid will not reflect the true value of money for the future. [24]. Thus, it considers all the
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drivers of inflation and predicts the right inflation rate to be used when computing the interest for the credit
facility to prevent the lender from making losses due to the depreciation of the true value of money. [25].

Stock prices are always determined by various factors in the market; these are analyzed as features in
the datasets. [26]. Both the structures and unstructured data from various sources can be used to predict stock
prices; this will eliminate the false impressions that firms may increase in stock value or market
capitalization when there are market forces that will reduce the value of the company both within the firm or
outside as depicted from financial reports, social media, and other market reports. [27] . This will be critical
for credit providers to determine the financial risks of firms.

The labor force is a critical market risk in the operation of firms. The labor force always needs better
packages for allowances, salaries, and remuneration that reflect the market and industry forces. [28] . It will
always have a financial consequence on firms. In Human Resource (HR) analytics, it critically analyzes labor
requirements and make predictions so that firms are not entangled in huge wage bills that will jeopardize
operations and make them unsustainable. [29] . Therefore, AI can analyze the patterns in economic data from
different sources and help digital finance platforms make the right data-driven decisions for their clients.

However, new problems emerge as well. Public confidence in the financial system can be undermined
when the opacity of AI decisions, vulnerability to manipulation, and robustness-related issues are married to
privacy concerns. [30] . AI can thus even bring in new sources and transmission channels of systemic risks.
For example, if many institutions rely on similar asset allocation AI models, then the demand and supply for
financial assets may systematically tend towards distortions that could incur very high costs in adjustments in
their markets, making them less resilient. Thus, there is significant improvement financial risk assessment for
real-time understanding and better decision-making, it can also include a basket of new risks that need to be
cautiously managed and instituted regulation.

3.1.3. Operational risks

The operational risks for firms are related to internal systems in the organizations. The risks may lead to
losses since they affect the trust the clients have for the system, hence leading to a decline in financial
performance. [31] . The common risks are system human errors, technical glitches, and system failures. All
these hurt the operations since they hinder effective operations and lead to financial losses in the
organization. The clients for digital finance platforms always expect hosted services to work efficiently and
seamlessly. Failure of one of the functional requirements or non-functional requirements leads to distrust in
the digital platforms, and negative sentiments will be found in various platforms when reviews are given
about the product.

System failures are common if the firms do not implement the right hardware and software components.
The system failures may be due to hardware or software limitations. While AI may not so effectively handle
the hardware challenges, it can give predictive analytics on the use of the hardware platforms so that the
limitations are overcome. [32] . Rather than some of the platforms being overworked, AI can distribute the
load to all the hardware to reduce the instances of failure. On software capabilities, AI integration into the
software makes predictive analytics to the system user so that when the capacity is exceeded, the system
automatically regulates or gives an early warning. It also transfers some of the roles to the cloud for
flexibility and scalability and increases the capacity to handle the volume of transactions and other
operations. Failure of systems is greatly minimized by the efficient integration of cloud platforms and
analytics to automatically schedule system usage. [33].

Human errors often occur in traditional systems, which are often uncovered later through disaster
recovery and system audits. [34] . However, human errors are significantly reduced by automation and AI
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since AI will implement the desired internal audit controls before errors are committed. The reduction of
human errors in digital platforms reduces the changes of financial risks in digital fintech platforms. If there
are any suspicious transactions, they are withheld until investigations are conducted and approved. [35] . The
system will provide recommendations based on prior analytics into various databases about the clients to
prevent money laundering, fraudulent activities, and any suspicious patterns in the data. [36].

3.1.4. Fraud risks

The common fraud risks in digital finance platforms are identity theft, fraudulent transactions, money
laundering, and phishing scams. [37]. To prevent identity theft, embedded AI systems can assess the features
of the source, such as IP address and MAC address assigned to devices. [38] . If the identifiers are not
consistent, the AI system rejects access to the information and alerts the users of potential breaches. Thus,
systems often require two-factor authentication (2FA) to prevent identity theft. This also happens for SIM
Swap fraud and other data breaches that would perpetrate fraud. The AI systems can detect anomalies and
effectively prevent any suspicious activities that would otherwise be impossible for the millions of users or
transactions the systems handle at any particular moment. [37,39].

Phishing is common when cyber-attackers deceive users into installing malware or revealing sensitive
information to scammers when sent through emails or text messages. [40] . However, integrating AI into
cybersecurity can prevent malicious access points from affecting the system's integrity. Another attack point
is pharming, where the browser settings are attacked and redirected to attacker-controlled websites. However,
the browsers can be secured by AI systems, which can prevent pharming to deceptive sites that decoy as
digital financing platforms. [41] . AI systems also prevent money laundering activities since the sophisticated
system of analytics can trace the source of funds and prevent the laundering activities. This ensures
compliance with international regulations and countering criminal activities. [42].

3.1.5. Compliance risks

Compliance with statutory regulations is critical to the sustainability of operations. The issues of
compliance are the monetary policies, the ethics and data privacy requirements, and the shifting from black-
box models to white-box models in analytics. [43] . The monetary policies are the lending rates, adjusting to
inflation, and other requirements needed to regulate the money supply in the economy. The central banks in
countries often institute policies to remedy various economic conditions, such as limiting access to credit to
reduce the money supply and slow economic growth till all market and industry conditions are stable or
increasing the money supply through increasing access to credit and lowering the lending rate to spur
economic growth. Integrating AI systems into digital fintech platforms enables compliance with the statutory
regulations regarding monetary policies since they can learn and make the required adjustments
automatically. [44].

On data privacy concerns, AI systems are effective since they can detect malicious attacks and mend
anomalies to prevent data breaches. The increased cybersecurity of the systems prevents access to the data in
the cloud through anomaly detection and neutralizing such attacks. Authorized access using AI is enabled by
assessment of the entry point features such as biometric data, multiple factor authentication, assessment of
device and IP address accessing the system, etc. Apart from that, AI-enabled data encryption helps prevent
any unauthorized decryption schemes from accessing personal data. [45-46].

Previous models on financial data were based on black-box models, the outcome could be given by the
systems but could not be explained how the systems came up with the findings. This was a malpractice that
is now restricted by law; the modern models need to be explainable, hence the term white-box models. The
development of explainable AI models helps arrive at conclusions that can be explained to clients, such as
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the reasons for the credit score, since the findings can be traced to outcomes of the analytics. [47-48] . It is
easier to explain the findings using AI since each step can be iterated than traditional models, which are often
black-box models in which system users are not able to deduce the reasons for every finding.

Figure 2. The uses of AI in risk evaluation in digital platforms.

3.2. Key AI capabilities in digital finance platforms

Figure 3. The identified key AI capabilities for systematic literature review.
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3.2.1. Predictive analytics

AI predictive analytics offers an effective method to analyze big data from various sources due to the
increased sophistication of both structured and unstructured data. [49] . It offers an effective mode of
anticipating and mitigating financial risks before they occur. [50] . Predictive analytics has been integrated
with Cyber Threat Intelligence (CTI) to assess malware logs, phishing campaigns, dark web forums, and
social media for anomaly detection and assess the risks and threat patterns hence, firms give a proactive
response to cyber threats. [51].

Predictive analytics has been effectively used for financial inclusion; the traditional credit histories are
often biased against low-income individuals and small businesses because they do not have a long history of
existence or the volume and value of transactions are lower. However, predictive analysis assesses a larger
volume of data from various alternative sources (such as utility bill payment, mobile phone usage, and social
media interactions) about the client to build a worthy credit profile. [52] . Likewise, start-up businesses and
gig freelancers have difficulty accessing financing for their business enterprises and operations. Through big
data analytics, entities and individuals in the gig economy can access inclusive financial services since AI
can develop new credit scoring models and offer personalized financial advice. [53-54].

Traditional mathematical models are not able to deep-mine massive amounts of economic data for
countries; China leverages the use of AI and predictive analytics to maintain the soundness of its economic
system. [55] . Through data cleaning and fusion algorithms, predictive analytics has been a basis for early
analysis of economic security and warns financial service providers to make necessary operational decisions.
[55] . Markets also depend on predictive analytics to respond quickly to market movements, real-time data
feeds help firms respond to uncertainties in turbulent markets to enhance operational resilience, reduce losses,
and ensure compliance monitoring. [56].

3.2.2. Anomaly detection

Cyber threats keep evolving and threaten the integrity of security in banking and digital finance
platforms. AI has made a transformative impact in detecting fraud and threats, hence offering innovative
solutions to counter the threats. [57] . In particular, AI algorithms have been perfect in processing massive
amounts of data to learn transactional and behavioral patterns. Through effective analytics, the systems can
detect anomalies and profile the risk for prevention and investigation. The detection of anomalies is essential
when detecting money laundering, fraud detection, malware, and ransomware activities. Deep learning
anomaly detection and prevention have been employed to mitigate such risks. [57].

AI is specifically suited for anomaly detection; it employs the use of supervised and unsupervised
learning to extract features from the data and classify the incoming transactions. The legitimate and
fraudulent transactions can be filtered based on features such as device data (IP address), transaction data
(order value, billing address), and user historical data. [58] . Other techniques in anomaly detection, such as
Generative Adversarial Networks (GANs), have been effective for fraud detection in the Fin-Tech industry
since they effectively discriminate between legitimate and fraudulent transactions, hence offering precise and
efficient real-time identification of suspicious activities. Unfortunately, the black-box nature of GANs
hinders transparency in the highly regulated finance industry. Posthoc analysis and feature-attribute
techniques have been used to enhance the models to satisfy the transparency requirement [59].

Detection of threats from insiders is a global threat, some of the anomalies and fraud are perpetrated by
the employees who understand the system. However, the use of AI can be an effective shield so that the
controls are not bypassed by the system insiders. AI-powered threat detection reveals behavioral anomalies,
predictive analysis of employee activities, and network behavior analysis to prevent fraud. [60].
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3.2.3. Sentiment analysis

Sentiment analysis is effectively used for assessing social media platforms for real-time emotions,
options, and the behavior of volatile digital finance markets that depend on social media [61]. Digital finance
platforms overly depend on the market that spends time on social media, negative sentiments about a certain
platform would negatively affect its client base, while positive feedback on social media platforms will have
a positive impact on the operations. To prevent investment risks and operational risks, NLP is integrated into
the analytics to guide portfolio assessment and forecasting operations. [61-62] . In a study on target-based
emotion analysis on Twitter (currently X), it was found that finance-based emotions can make predictions on
the performance of stock market assets to prevent high investment risks, unlike the traditional dividend or
stock price models. Combining ML models and NLP models on social media messages can help in the
detection of financial opportunities or precautions for investors [63].

AI is also effective in mining risk-related sentiments in corporate annual reports. Apart from the
sentiment analysis in financial reports, the risk-related sentiments in the top management speech can be used
to effectively assess the risks such as the company debt, bankruptcy risk, market value, and profitability. [64].
For those working in investment and algorithmic trading firms, social media sentiment analytics is critical to
providing stock price prediction and investment management. The open-ended interviews are harnessed as
data sources to effectively show the operational risks before investments. [65]. Sentiment analysis is also used
as a supplementary tool for traditional surveys, which are time-consuming and costly. It is also used for
pattern analysis in the event of security breaches to prevent further risk since it raises public awareness and
action can be taken to remediate it on time. [66].

3.2.4. Credit scoring

The use of AI in the credit scoring of clients presents a timely and accurate method of assessing trends
and patterns in prospective client financial positions. The use of AI minimizes bias since it assesses vast
amounts of data that rate the client. [67] . Traditional systems often introduce bias of judgment based on
various features such as geographical location, ethnicity, volume, and value of historical transactions. For
example, individuals or entities who have no history of a volume or value of transactions are less likely to
receive credit. That has often hindered many seed companies that would have accessed credit and began on a
high note to be profitable ventures, but due to lack of enough capital, they may begin and not break even due
to operating under capacity. To ease the burden on seed financing, the use of AI in credit score assessment
conducts the right analytics to determine the score and credit facility that can be advanced.

The conditions in the industry and market conditions are also critical to the credit facilities that can be
advanced. Monetary and fiscal policies can be effectively assessed to determine the credit that can be
advanced to firms, this complies with the regulations as instituted by the statutory agencies to achieve the
desired effects in the economy. Thus, AI enhances compliance and explainability of every action taken by
both the government agencies and the client. [68].

The risk with traditional credit scoring is a wrong judgment based on bias and lack of clear assessment
of the economic conditions and market conditions. Large companies may be assumed to be financially secure
when they are highly leveraged and lower their creditworthiness. However, based on the volume and value
of transactions, the credit assessor may make wrong judgments and make the wrong strategic decisions. Thus,
the use of AI reduces the instances of such wrong decisions and biases since the right analytics will give the
right credit score to the clients of digital finance firms. [69].
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3.3. Challenges in implementing AI for risk evaluation

Figure 4. The identified challenges in solutions in AI implementation.

The challenges in using AI are algorithm bias, data privacy issues, regulatory compliance, and skill gaps.
These are discussed below.

3.3.1. Bias

Bias in AI algorithms interferes with the outcome of the data analysis. The source of bias is generally
from the training of the dataset and the algorithm bias. [70].

Data bias training: AI systems are trained on past data; they may contain inherent biases from past
human decisions or social anomalies. For example, some populations may be underrepresented or have
different coincidence structures for the model's target variables, leading to distorted results.[71].

Algorithmic bias: Characteristics of the methods used in an AI system can also introduce bias. For
example, a machine learning model can create a bias if its training data is biased. [72]. Similarly, logic-based
AI systems can be biased if the knowledge engineer's vision is distorted.

Financial institutions can use several strategies to address these issues:

Pre-modeling interpreter: This involves analyzing the dataset before building the model to eliminate any
potential bias. This helps ensure that the data used for training is representative and unbiased [73]..

Post-Model Interpretation: Interpreting complex models is important in understanding how decisions are
made after the model has been developed. This helps to identify and correct biases that may occur during the
modeling process. [73].

Independent verification: Third-party organizations are required to verify and certify the objectivity of
the model. This ensures that unintended bias is identified and eliminated. [72].

Diverse teams: It is important to promote diversity within teams that develop and manage AI algorithms.
Diverse teams are more likely to identify and address biases that may occur during development. And
provide a different perspective on how bias can creep in.

3.3.2. Data privacy

AI systems analyze large datasets to get information about the company, clients, and any other related
financial platforms before they can guide in making informed findings. Assessment of the datasets may
breach some data privacy regulations. [74] . The AI systems analyze personal data in social media, bank
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information, and credit scores in independent platforms to make the right predictive analytics on the
phenomena under study. This implies that data in the platforms is not fully secured against the access of the
AI algorithms so that they can access the data. For example, if an AI algorithm has to assess text messages
and social media platforms to give a credit score, this implies the private texts on the phone are not secure
from AI. [75] . While the client consents to such when using digital finance platforms, the only hope is their
private information is not leaked to the supposed secure AI systems.

3.3.3. Regulatory compliance

Most digital finance platforms are cross-country, and payment platforms are developed to gain
application in various countries. While some countries have high standards of ethical practice on data
privacy, some countries do not have laws and policies on the regulation of private data on digital platforms.
[76] . To comply with the various regulations in monetary policies, data privacy, and other ethical practices,
bespoke digital platforms are often created to match a country’s or region’s law requirements. [77] . This
prevents gaps that would lead to legal litigations.

3.3.4. Skill gaps

The lack of expertise in digital data science and AI hinders the implementation of the digital platform
requirements. [78] . The decline in staffing and personnel is overcome by training staff in AI expertise, and
developing and hosting the platforms to meet the labor demands.

4. Future trends

Figure 5. The future trends in AI for financial risk evaluation.

Risk Prediction with Advanced AI & Quantum Computing: Quantum computing will find ways to
analyze tons of information related to risk at the speed of light. Predictive analytics will be more granular in
testing financial systems, hence higher efficiency than the current algorithms.
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Risk Management in Decentralized Finance (DeFi): AI will be integrated into smart contracts and
help in the prevention of any fraudulent activity in the DeFi transactions. Banks and fintech firms will use
federated learning to enhance risk models without transferring any sensitive data. AI will also analyze
decentralized data silos without exposing sensitive customer data.

Hyper-Personalized Models of Risk: AI will customize risk analysis based on personal spending
trends rather than solely on traditional metrics. This will help in personalized lending, insurance, and
investment products.

Ethical AI & Bias Mitigation: With pressure to eliminate the lack of transparency and bias in AI
algorithms, AI developers will focus efforts on mitigating bias in risk assessment models. The evaluation of
financial risk will be guided by ethical AI frameworks.

Triage human decision-making with AI-augmented intelligence: Financial risk analysts will not be
replaced by AI but will benefit from deeper, data-driven insights to make better decisions. A human-in-the-
loop AI will ensure risk decisions are as data-based and context-conscious as possible.

5. Conclusion
The review paper investigated the role of AI in financial risk evaluation in digital finance platforms. The

common financial risks evaluated by AI include market risks, operational risks, compliance risks, credit risks,
and fraud risks. The AI systems can speedily analyze vast amounts of structured and unstructured data to
help the firm mitigate the probable financial risks it faces. The key AI capabilities that enable the detection
and prevention of such risks are predictive analytics, anomaly detection, sentiment analysis, and credit
scoring capabilities. The identified challenges in the implementation of AI are algorithm bias, data privacy
concerns, regulatory compliance, and skill gaps. Improvement of the system in the future will enhance the
efficiency of AI for use in digital financial platforms in various economic sectors in the world.
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